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INTRODUCTION

In recognition of the critical need for better dissemination of computer security information throughout government and industry, the National Institute of Standards and Technology (NIST) has produced this selected bibliography of key computer security literature published from January 1980 through October 1989. This bibliography was compiled by Rein Turn of Rein Turn Associates under contract to NIST.

The bibliography is organized into the following 10 sections and 2 appendices:

1. General
2. Management
3. Foundations
4. Access Control
5. Trusted Systems
6. Database Security
7. Communication and Network Security
8. Cryptography
9. Privacy
Appendix A: Periodicals
Appendix B: List of Key Words

Citations in sections 1 through 9 are organized by subject matter; section 10 is a listing of pre-1980 publications. To have been selected, an article had to be substantial in content and have been published in professional or technical journals, magazines, or conference proceedings. Only very substantial articles from the popular or trade press were included. English language articles from foreign journals were included as available.

The individual citations have the following structure (an example is shown at the right):

Identifier
Author
Title
Journal title (or publishing house)
Date and page (or location and year)
Key words (two or three)

AAL-83
Aalder, J.C.H.
IFIP/Sec. '83, Stockholm, 1983, (2: FAK-83),
pp. 5-13.

Key Words: guidelines, policy.

Each citation is uniquely identified by the first letters of the principal author’s last name (or the publishing organization’s acronym, if no author is identified or listing by organization is more meaningful) and the last two digits of the year of publication. A lowercase letter following the year serves to distinguish otherwise identical citation identifiers.
Section numbers are used to distinguish identical citations identifiers from different sections and multiple citations from the same publication [e.g. (2: NBS-81) and (7: NBS-81)].

Appendix A contains a list of the periodicals from which citations in this bibliography have been taken. The list contains publisher and editor information where appropriate in order to assist the user of this bibliography to obtain more information about documents cited.

Appendix B contains a list of all the key words used in each of the 10 sections. This list will assist the reader who would like information on a topic that spans more than one section. As an example, information on viruses can be found in each of the first three sections (General, Management, and Foundations).
1. General

This section cites general, mostly nontechnical publications on computer threats and vulnerabilities (including the hacker and computer viruses), the need for computer security, and other aspects of computer security.

AAL-83
Aalders, J.C.H.

Key Words: guidelines, policy.

AAL-85
Aalders, J.C.H., I.S. Herschberg, and A. Van Zanten

Key Words: book, general, policy, guidelines, techniques.

ABA-84

Key Words: book, crime, laws, policy.

AGR-83
Agranoff, M.H.

Key Words: awareness, guidelines.

ALA-86
Alagar, V.S.

Key Words: awareness, policy.

ALL-85
Allen, R.J.

Key Words: crime, threats, general, techniques.

APR-81

Key Words: book, crime.

ARD-85
Ardis, P.M., and R.M. Johnson

Key Words: crime, policy, international.

ARN-83
Arnell, A.

Key Words: threats, physical.

ASS-81

Key Words: crime, hackers.

ATK-85
Atkins, W.
"Jesse James at the Terminal," Harvard Business Review, July/August 1985

Key Words: crime, hackers.

BAC-83
Backwith, N.

Key Words: guidelines, policy.

BAI-84
Bailey, D.

Key Words: crime, hackers, legislation.

BAI-87
Baird, B.J., L.L. Baird, and R.P. Ranauro,

Key Words: crime, hackers.
BAI-89
Bainbridge, D.J.  
Key Words: crime, hackers, legislation.

BAK-85
Baker, R.H.  
Key Words: book, general, policy, guidelines, techniques.

BAL-82
Ball, L.D.  
Key Words: crime, policy, legislation.

BAL-88
Ball, M.  
Key Words: crime, hackers, guidelines.

BAS-88
Baskerville, R.  
Key Words: book, guidelines, policy, techniques, general.

BAU-84
Bauder, D.  
Key Words: vulnerabilities, threats, policy, guidelines.

BEA-84
Beane, W.F., E.R. Hilton, and B. Goldstein  
Key Words: general, policy.

BEC-80
Becker, J.  
Key Words: crime.

BEC-83
Becker, L.G.  
Key Words: crime, policy, legislation.

BEC-83a
Becker, H.B.  
Key Words: book, guidelines, policy, techniques.

BEC-85
Becker, L.G.  
Key Words: crime, policy, legislation.

BEC-85a
Becker, L.G.  
Key Words: policy, guidelines.

BEE-84
Beebe, C.A.  
Key Words: guidelines, policy.

BEL-87
Belford, P., and J. Quann  
Key Words: awareness, hackers, threats, vulnerabilities.

BEQ-83
Bequai, A.  
Key Words: book, crime, guidelines, techniques.

BEQ-83a
Bequai, A.  
Key Words: crime, policy, guidelines.

BEQ-84
Bequai, A.  
Key Words: crime, ethics.

BER-82
Bernhard, R.  
Key Words: threats, crime.
BLO-88
Bloombecker, J.J.

Key Words: crime, hackers.

BLO-89
Bloombecker, J.J.

Key Words: crime, threats, laws, guidelines.

BLO-89a
Bloombecker, J.J. (Ed.)

Key Words: book, crime, policy, general.

BOL-81
Bologna, J.

Key Words: crime, threats, guidelines.

BOL-81a
Bologna, J.

Key Words: book, crime.

BOL-81b
Bologna, J.

Key Words: crime, threats.

BOL-86
Bologna, J.

Key Words: crime, general.

BOL-86a
Bologna, J.

Key Words: crime, general.

BOR-85
Borking, J.J.

Key Words: book, software privacy.

BOS-82
Bosworth, B.

Key Words: book, awareness, general.

BOT-86
Bottom, N.R., Jr., et al.
"About the Security Degree: Are We Losing It (A Discussion)," Journal of Security Administration, June 1986, pp. 7-20.

Key Words: general, policy.

BRE-86
Breton, T., and D. Beneich

Key Words: book, awareness.

BRO-83
Brown, R.A.

Key Words: crime, laws.

BRO-83a
Browne, M.W.

Key Words: awareness, hackers, crime.

BUI-84
Buikema, C., et al.

Key Words: crime, laws.

BUM-84
Bump, M. Jr.

Key Words: awareness, laws, software piracy.

BUR-88
Burger, R.

Key Words: computer viruses, threats, general.

BUS-81

Key Words: crime, threats, guidelines.
BUS-84
Buss, M.D.J., and
L.M. Salerno
"Common Sense and
Computer Security," Harvard
Business Review, March-
April 1984, pp. 112-121.

Key Words: awareness,
guidelines, policy, general.

BUS-88
"Is Your Computer Secure?",
Business Week, August 1,
1988, pp. 64-70.

Key Words: awareness,
computer crime, policy.

BYN-85
Bynum, T.W. (Ed.)
"Computers & Ethics,"
Metaphilosophy, October
1985.

Key Words: book, ethics.

CAE-89
Caelli, W.J. (Ed.)
Computer Security in the
Age of Information,
Proceedings, IFIP/Sec '88,
Gold Coast, Queensland,
Australia, May 1988, North-
Holland/Elsevier,
Amsterdam/New York, 1989.

Key Words: proceedings,
general.

CAL-83
Calhoun, G.
"Deterring Crimes,"
45+.

Key Words: crime, laws,
techniques.

CAM-87/Cambridge, M.
"Security and Privacy: Issues
10th Natl. Comp. Sec. Conf.
(5: NCS-87a), 1987, pp. 326-
333.

Key Words: awareness,
ethics.

CAM-88
Campbell, D.
"Computer Sites: Targets for
Destruction," Security
56-60.

Key Words: threats, physical.

CAN-86
Canning, R.
"Information Security and
Privacy," ED P. Analy ser,
February 1986, pp. 1-16.

Key Words: awareness,
general.

CAR-80
Carroll, J.M.
"Ethics for the Computer
Age," Proc. Comp. Sec. &
Priv. Symp., 1980 (1: HON-
80), pp. 17-25.

Key Words: crime, ethics.

CAR-81
Carroll, J.M.
"Decriminalization of
Comp. Sec. & Priv. Symp.,
1981 (1: HON-81), pp. 61-68.

Key Words: Crime, policy.

CAT-86
Cates, H.W.
"Crime Laws: A Review of
State Statutes," Data
Processing & Communications
Security, Spring 1986, pp. 19-
21.

Key Words: crime, laws.

CHA-85
Chamoux, J.P.
"Data Security and
Confidentiality in Europe,
Computer & Security,

Key Words: crime, threats,
laws, international.

CHO-84
Choney, L.B.
"Software Escrow and the
Security Practitioner," Computer
Security Journal, Summer

Key Words: policy, guidelines.

CJJ-88
"Crime Statutes: Are They
Bridging the Gap Between
Laws and Technology?"
Criminal Justice Journal,

Key Words: crime, laws.

CLJ-80
"Crime, Part 1,"
Computer/Laws Journal, Spring
1980.

Key Words: crime, laws.

CLJ-80a
"Crime, Part 2,"
Computer/Laws Journal,
Summer 1980.

Key Words: crime, laws.

CLJ-83
"Misappropriation of Computer
Services: The Need to Enforce
Civil Liability,"
Computer/Laws Journal, Fall

Key Words: crime, laws.

CLY-89
Clyde, R.
"Crime Investigation
Techniques," COM-SAC:
Computer Security, Auditing
1-7.

Key Words: crime, techniques.

COA-83
Coates, J.F.
"The Future of Data Security:
Thoughts and Proposals,"
Computer Security Journal,
Spring 1983, pp. 77-84

Key Words: awareness, policy,
general.
COL-82
Colvin, B.D.
Key Words: crime, policy, guidelines.

COM-83
Key Words: proceedings, techniques, international, policy.

CON-80
Key Words: Congress, policy, government.

CON-83
Key Words: Congress, threats, laws, government.

CON-84
Key Words: Congress, legislation.

CON-84a
S. 1920, Small Business Computer Crime Act
Key Words: Congress, legislation.

CON-84b
Key Words: Congress, legislation.

CON-85
Key Words: Congress, government, policy, threats.

CON-85a
Key Words: Congress, policy.

CON-86
Key Words: Congress, legislation.

CON-86a
Key Words: Congress, legislation.

CON-87
Key Words: Congress, legislation.

CON-87a
Key Words: Congress, legislation.

CON-87b
Key Words: Congress, legislation.

1-6
CON-87c

Key Words: Congress, legislation.

CON-89

Key Words: Congress, policy, laws.

COO-84
Cooper, C.

Key Words: software piracy.

COO-89
Cook, W.J.

Key Words: hacking, policy, laws.

COR-87
Cornwall, H.

Key Words: book, crime.

COT-84
Cottrell, P., and B.D. Weiss

Key Words: policy, laws.

COU-81
Courtney, R.H., Jr.

Key Words: crime, laws, awareness.

COU-84
Courtney, R.H., Jr.

Key Words: policy, government.

COU-84a
Courtney, R.J., Jr.

Key Words: threats, policy.

COU-87
Courtney, R.H., Jr.

Key Words: awareness, policy.

COU-89a
Courtney, R.H. Jr.

Key Words: policy, guidelines.

CSC-88

Key Words: guidelines, government.

CSI-83

Key Words: awareness, general, policy, guidelines.

CSI-84

Key Words: awareness, general, policy, guidelines.

CSI-85

Key Words: awareness, general, policy, guidelines.

CSI-86

Key Words: awareness, general, policy, guidelines.

CSI-89

Key Words: awareness, general, policy, guidelines.
CWO-83
Key Words: crime, international.

CWO-84
Key Words: policy, guidelines.

CWO-85
Key Words: policy, guidelines.

DAV-85
Davis, G.F.G. III
Key Words: book, software piracy, general, laws.

DEA-83
DeAnnuntis, G.
Key Words: awareness, general.

DEL-88
Key Words: book, computer viruses, guidelines, techniques.

DEM-83
DeMaio, H.B.
Key Words: awareness, policy.

DEM-88
DeMaio, H.B.
Key Words: awareness, ethics.

DEM-89
DeMaio, H.B.
Key Words: computer viruses, policy.

DEM-89a
DeMaio, H.B.
Key Words: awareness, ethics, policy.

DEN-87
Denning, D.E., P.G. Neumann, and D.B. Parker
Key Words: awareness, general.

DEN-88
Denning, P.J.
Key Words: computer viruses, guidelines.

DEN-89
Denning, P.J.
Key Words: threats, hackers, computer viruses.

DER-88
Derosier, J.
Key Words: awareness, general.

DEW-84
Dewdney, A.K.
Key Words: computer viruses, general.

DEW-89
Dewdney, A.K.
Key Words: computer viruses.

DMA-83
Key Words: general, guidelines, techniques.

DOJ-80
Key Words: crime, government, guidelines, laws.
DOJ-80a
Crime: Expert Witness
Manual, Bureau of Justice
Statistics, U.S. Department of
Justice, Washington, DC,
1980.

Key Words: crime,
guidelines, government, laws.

DOJ-82
Crime: Electronic Funds
Transfer Systems and Crime,
U.S. Department of Justice,
Bureau of Justice Statistics,

Key Words: crime,
government, laws, guidelines.

DOJ-82a
Crime: Computer Security
Techniques, U.S. Department
of Justice, Bureau of Justice
Statistics, Washington, DC,
1982.

Key Words: crime, laws,
techniques.

EIS-89
Eisenberg, T., et al.
"The Cornell Commission:
On Morris and the Worm," 
Communications of the
ACM, June 1989, pp. 706-
709.

Key Words: hackers, laws,
computer viruses.

EKE-85
Ekebrink, I.
"Security of Electronic
Transactions," Proc. IFIP/Sec.
'85, Dublin, 1985, (2: GRI-
85), pp. 233-239.

Key Words: general, threats,
guidelines.

ELB-89
El-Haghdadi, M., and
M.P. Singh
"The Pivotal Role of
Computer Security," Security
63.

Key Words: awareness,
general.

ELM-88
Elmer-DeWitt, P.
"Invasion of the Data
Snatchers," Time, September

Key Words: hackers, threats.

ELO-88
Eloff, J.H.P.
"Computer Security Policy:
Important Issues," Computers
& Security, December 1988,
pp. 559-562.

Key Words: awareness,
policy.

EMM-84
Emmet, A.
"Thwarting the Data Thief," 
Personal Computing, January
1984, pp. 98-105.

Key Words: hackers, threats.

EPP-80
Epperly, E.V.
"Trends in DoD Directives:
Survey of Federal Computer
Security Policies," Proceedings,
U.S. Army 3d Automation
Security Conference, Williamsburg,
VA, December 1980,
International Business
Services, Inc., pp. 31-44.

Key Words: policy, government.

ERI-83
Eriksson, A.
"Vulnerability in a
IFIP/Sec. '83, Stockholm,

Key Words: awareness,
threats.

ERM-89
Erman, M.D., M.B. Williams,
and C. Gutierrez
Computer Ethics and Society,
Oxford University Press, New

Key Words: ethics, policy.

EWI-88
Ewing, D.
"Meeting Data Security
Needs," Proc. IFIP/Sec. '88,
Australia, 1989, (2: CAE-89),
pp. 291-302.

Key Words: awareness, policy.

FAK-88
Fak, V.
"Are We Vulnerable to Virus
Attack," Computers &
Security, April 1988, pp. 151-
155.

Key Words: computer viruses,
threats.

FAU-81
Faurer, L.D.
"Keeping the Secrets Secret," 
Government Data Systems,

Key Words: awareness, policy,
government, guidelines.

FAU-83
Faurer, L.D.
"Information Protection in
Federal and Private Sectors," 
Computer Security Journal,
Fall/Winter 1983, pp. 89-95.

Key Words: policy, government.

FAU-84
Faurer, L.D.
"Computer Security Goals of
the Department of Defense," 
Computer Security Journal,
Summer 1984, pp. 54-59.

Key Words: policy, government.
FEN-88  
Fennelly, L.J.  
Handbook of Loss Prevention and Crime Prevention  
Key Words: general, guidelines, techniques.

FIT-89  
Fifield, K.J.  
Key Words: crime, techniques.

FIT-84  
Fitzgerald, K.J.  
Key Words: crime, general, international.

FIT-86  
Fitzgerald, K.J.  
Key Words: policy, guidelines.

FIT-89  
Fites, P., P. Johnson and M. Kratz  
The Computer Virus Crisis, Van Nostrand Reinhold Co., New York, 1989  
Key Words: book, threats, computer viruses.

FOR-82  
Fordyce, S.  
Key Words: awareness, general.

FOR-89  
Forcht, K.A.  
Key Words: awareness, ethics.

FRE-84  
Freed, R.N.  
Key Words: awareness, guidelines.

FRE-84a  
Freen, J.  
Key Words: awareness, laws.

FUL-84  
Key Words: crime, laws.

GAO-82  
Key Words: crime, threats, government, general.

GAR-89  
Gardner, P.E.  
Key Words: computer viruses.

GEM-80  
Gemignani, M.  
Key Words: crime, laws.

GEM-81  
Gemignani, M.C.  
Key Words: crime, laws.

GEM-89  
Gemignani, M.  
Key Words: computer viruses, threats, laws.

GLR-83  
Key Words: crime, laws.

GOL-81  
Goldstein, B.  
Key Words: crime, laws.

GOL-83  
Goldstein, B.  
Key Words: crime, laws, guidelines, policy.

GON-83  
Gonzales, P.  
Key Words: crime, laws.
GOS-85
Gosler, J.R.
Key Words: software piracy.

GOU-85
Goussy, A.R.
Key Words: policy, laws.

GRA-84
Graham, R.L.
Key Words: software piracy.

GRE-82
Greenlee, M.B.
Key Words: awareness, policy.

GRE-84
Greguras, F.M.
Key Words: policy, techniques.

GRE-84a
Greguras, F.M.
Key Words: software piracy.

GUY-81
Guynes, S.
Key Words: awareness, laws.

GUY-83
Guynes, V.
Key Words: awareness, policy.

HAF-88
"Is Your Computer Secure," Business Week, August 1, 1988, pp. 64-72.
Key Words: awareness, general.

HAM-84
Hammond, R.G.
Key Words: crime, laws, threats.

HAN-89
Hankinson, A.L.
Key Words: computer viruses, policy.

HAR-82
Harris, B.
Key Words: awareness, general, policy.

HAR-83
Hartson, D.R.
Key Words: awareness, general.

HAR-83a
Harari, A.
Key Words: awareness, general.

HAR-85
Harry, M.
Key Words: book, hackers, threats.

HEL-88
Helfant, R., and G.J. McLoughlin
Key Words: computer viruses, policy.

HEL-89
Helsing, C., M. Swanson, and M.A. Todd
Key Words: guidelines, policy, government.
HEL-89a
Helsing, C., M. Swanson, and M.A. Todd
Management Guide to the Protection of Information Resources, SP 500-170,
National Institute of Standards and Technology, Gaithersburg, MD, October 1989.

Key Words: guidelines, policy.

HEL-89b
Helsing, C., M. Swanson, and M.A. Todd
Computer User's Guide to the Protection of Information Resources, SP 500-171,
National Institute of Standards and Technology, Gaithersburg, MD, October 1989.

Key Words: guidelines, techniques.

HER-84
Herschberg, I.S., and R. Paans
IFIP/Sec. '84, Toronto, 1984, (2: FIN-85), pp. 409-422.

Key Words: threats, crime.

HER-87
Herschberg, I.S.

Key Words: crime, hackers.

HER-88
Herschberg, I.S.

Key Words: crime, hackers.

HHS-83

Key Words: crime, government, threats.

HIG-89
Higgins, J.C.

Key Words: awareness, guidelines.

HIG-89a
Highland, H.J.

Key Words: computer viruses, threats.

HJL-84

Key Words: crime, legislation.

HOF-82
Hoffman, L.J.

Key Words: awareness, threats.

HOF-86
Hoffman, K.J., and L.M. Moran

Key Words: awareness, threats, vulnerabilities.

HOL-80
Holman, W.D.

Key Words: crime, policy.

HON-80

Key Words: proceedings, general.

HON-81

Key Words: proceedings, general.

HOR-85
Horgan, J.

Key Words: crime, threats, laws.

HOW-82
Howe, C.L.

Key Words: crime, laws, guidelines.
HUB-86
Huband, F.L., and R.D. Shelton

Key Words: book, general, policy, guidelines, techniques.

HUN-87
Hunt, D.B., and F.G. Tompkins

Key Words: policy, guidelines.

IBM-83

Key Words: proceedings, general, guidelines, techniques.

IBM-86

Key Words: awareness, general.

ING-80
Ingraham, D.G.

Key Words: crime, laws, guidelines.

IRM-84

Key Words: awareness, general.

ISR-87
Israel, H.

Key Words: computer viruses, threats, awareness, guidelines.

JAC-80
Jacks, E.L.

Key Words: awareness, policy.

JAS-83
Jaslow, M.D.

Key Words: crime, policy, guidelines.

JOH-85
Johnson, D.G.

Key Words: awareness, ethics.

JON-88
Jones, L.G.

Key Words: computer viruses, awareness, threats.

KAN-89
Kane, P.

Key Words: virus, threats, awareness, guidelines.

KAY-86
Kay, R.

Key Words: awareness, threats, guidelines, techniques.

KAY-86a
Kay, R. (Ed.)

Key Words: awareness, general.

KEL-88
Kelley, D.W.

Key Words: guidelines, policy, PC.
LEH-82
Lehman, R.L.
Key Words: policy, guidelines.

LOB-81
Lobel, J.
Key Words: legislation, policy.

LOB-83
Lobel, J.
Key Words: awareness, techniques.

LOB-86
Lobel, J.
Key Words: general, techniques.

LON-87
Longley, D., and M. Shain
Key Words: book, guidelines, laws, general, policy.

LOU-84
Louwerse, C.P., and J.M.L. Kowenbergs
Key Words: general, guidelines, policy, techniques.

LYN-83
Lyndon, K.
Key Words: general, policy.

MAD-88
Madsen, C.
Key Words: awareness, policy, threats, international.

MAN-84
Mantele, R.A.
Key Words: software piracy, laws.

MAR-83
Marbach, W.D., et al.
Key Words: awareness, hackers, crime, threats.

MAR-84
Martin, W.P.
Key Words: crime, laws, threats, guidelines.

MAR-88
Marx, P.
Key Words: awareness, general, policy, laws.

MAX-85
Maxfield, J.F.
Key Words: hackers, threats.

MAY-85
Mayo, K.
Key Words: software piracy.

MCA-89
McAfee, J., and C. Haynes
Key Words: book, viruses, threats, vulnerabilities.

MCA-89a
McAfee, J.D.
Key Words: viruses, threats.

MCI-81
McIsaac, D.
Key Words: awareness, general, threats, policy.
MCL-88
McLeod, K.
Key Words: awareness, general, crime, threats.

MIL-85
Millard, C.J.
Key Words: software piracy, laws.

MIS-85
Miskiewicz, J.
Key Words: awareness, general, policy.

MOS-88
Mosaccio, J.
Key Words: vulnerabilities, threats, general.

MOU-81
Moulton, R.T.
Key Words: general, guidelines.

MOU-81a
Moulton, R.T.
Key Words: awareness, general, guidelines, policy.

MOU-82
Moulton, R.T.
Key Words: crime, threats, policy, guidelines.

MUR-86
Murphy, I.
Key Words: crime, policy, laws, hackers, threats.
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This section cites publications that emphasize fundamental principles, concepts, and models of computer security.
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4. Access Control

This section cites publications on identification and authentication methods (e.g., passwords, biometrical identifiers), traditional access control methods (such as memory and file protection), the use of capabilities and access control lists, and add-on software packages for discretionary access control.
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